We just need the client to have “whateversite.com” removed from their website. If they’re unable to remove that link, then whoever owns that link to needs to investigate the malvertising. At this point Google will not allow us to move forward. The alternative would be if the client has another link that can provide us that isn’t tied to the current domain. Something like a Facebook page would work.
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Malvertising in landing page A

The creative directs to a landing page that hosts or distributes malvertising. Malvertising violates
Google’s platform policies.

Fix the violation

Review the landing page destination. Remove all references of the suspicious domain from the landing

page. If the suspicious domain is the landing page destination, Google Ad Manager is unable to serve
the creative.

' This can happen when the landing page contains ads from ad networks/SSPs. We
recommend contacting your ad networks/SSPs to ensure they're not loading creatives that

make requests to these domains. Use these tips to resolve the issue:

* Confirm that you're working with their malvertising department.

* It's not sufficient for the ad network /SSP to block a single creative; they must continuously
remove all the served creatives that load this domain.





